
 

The University undertakes to maintain your information securely and will restrict 
access to employees, our professional advisers, authorised agents and contractors 
on a strictly need to know basis. We will only disclose your data to external third 
parties (other than any specified above) where we: 
 

 Have your consent 

 Are required to do so under a statutory or legal obligation, or 

 Are permitted to do so by Data Protection legislation. 

 

 

 

 

http://www.core-asset.co.uk/about-core-asset/privacy-statement
http://www.ohassist.com/privacy-policy/
https://www.docusign.co.uk/company/privacy-policy


 

 

 

 

https://staff.napier.ac.uk/services/governance-compliance/governance/records/Pages/RecordsRetentionSchedules.aspx
https://staff.napier.ac.uk/services/governance-compliance/governance/records/Pages/RecordsRetentionSchedules.aspx


 

For services provided locally by Information Services, information is stored on servers 
located in secure University datacentres. These datacentres are resilient and feature 
access controls, environmental monitoring, backup power supplies and redundant 
hardware. Information on these servers is backed up regularly. The University has 
various data protection and information security policies and procedures to ensure that 
appropriate organisational and technical measures are in place to protect the privacy 

or your personal data. 

https://staff.napier.ac.uk/services/governance-
compliance/governance/DataProtection/Pages/statement.aspx 

https://staff.napier.ac.uk/services/governance-
compliance/governance/DataProtection/Pages/default.aspx 

https://staff.napier.ac.uk/services/governance-compliance/governance/DataProtection/Pages/statement.aspx
https://staff.napier.ac.uk/services/governance-compliance/governance/DataProtection/Pages/statement.aspx
https://staff.napier.ac.uk/services/governance-compliance/governance/DataProtection/Pages/default.aspx
https://staff.napier.ac.uk/services/governance-compliance/governance/DataProtection/Pages/default.aspx

